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Von der Wiege bis zur Bahre - 

Vom richtigen Umgang mit
personenbezogenen Daten
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Welche Rechtsgrundlage gilt? 

1. Ausdrückliche gesetzliche Verpflichtung
2. Vertragliche Vereinbarung
3. Einwilligung des Betroffenen (freiwillig, Koppelungsverbot)
4. Öffentlich zugängliche Daten (Social Media)

5. Überwiegendes berechtigtes Interesse des Verantwortlichen

6. Lebenswichtige Interessen des Betroffenen zB medizinischer Notfall
7. Öffentliches Interesse wie zB wissenschaftl. o. historische Forschung, Statistiken, 

Archivzwecke
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Freiwillig (!!) öffentlich zugänglich…

1. Einwilligung des Betroffenen 
■ selbständig und freiwillig, 
■ Koppelungsverbot

2. Öffentlich zugängliche Daten (Social Media)
■ Impressum 
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Das überwiegende berechtigte Interesse 
des Verantwortlichen (1/4)

muss:
1. rechtlich zulässig,
2. klar definiert und nachvollziehbar,
3. aktuell und nicht rein hypothetisch sein.

Typische Beispiele:
4. IT Sicherheit (z. B. Logfiles, Kontaktformular-Absicherung,...),‑
5. Betrugsprävention, Videoüberwachung
6. interne Verwaltungszwecke.

No Go: Direktwerbung, wenn nicht vom TKG erlaubt



Kärnten
Arbeitskreis Datenschutz

Folie 7

Das überwiegende berechtigte Interesse (2/4)

Die Verarbeitung muss notwendig sein.
 

● Es darf kein milderes, gleich wirksames Mittel geben.
● Die Datenmenge muss auf das erforderliche Minimum beschränkt 

sein.
● die betroffene Person konnte vernünftigerweise mit der 

Verarbeitung rechnen,
● die Verarbeitung war für sie vorhersehbar und transparent,
● Die Grundrechte (z. B. Privatsphäre) wiegen nicht stärker wiegen 

als das Unternehmensinteresse
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Berechtigtes Interesse (3/4) 
Wann nicht zulässig?

1. Wenn eine Einwilligung erforderlich ist (z. B. Tracking zu Marketingzwecken 

ohne berechtigte Ausnahme).

2. Wenn eine gesetzliche Pflicht besteht (z. B. Lohnverrechnung).

3. Wenn die Verarbeitung überraschend, intransparent oder unangemessen 

eingriffsintensiv ist.

4. Wenn besonders schutzwürdige Daten (Gesundheit, Religion etc.) betroffen 

sind.
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Berechtigtes Interesse (4/4) 
Was Sie unbedingt tun müssen

1. Transparenz herstellen (Datenschutzhinweise anpassen).

2. Interessenabwägung schriftlich dokumentieren.

3. Technische und organisatorische Maßnahmen setzen, um 

Risiken zu minimieren.

4. Betroffenenrechte sicherstellen (Widerspruchsrecht!).
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Verarbeitungen im öffentlichen Interesse
wissenschaftl. o. historische Forschung, Statistiken, Archivzwecke, aber: 

Private Unternehmen dürfen nicht selbst entscheiden, dass eine 
Verarbeitung „im öffentlichen Interesse“ liegt.
Nicht ausreichend sind z. B.:

○ „Wir wollen die Sicherheit erhöhen“
○ „Wir leisten einen Beitrag zur Gesellschaft“
○ „Wir forschen für die Allgemeinheit“

Sie dürfen personenbezogene Daten im öffentlichen Interesse nur 
verarbeiten, wenn ein Gesetz Ihnen diese Aufgabe überträgt und die 
Verarbeitung dafür notwendig ist. Ohne eine solche gesetzliche 
Grundlage ist Art. 6 Abs. 1 lit. e DSGVO für private Unternehmen nicht 
anwendbar.
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Dokumentationspflicht von 
regelmäßigen Datenverarbeitungen

Seit 25. Mai 2018 gesetzliche Pflicht: Verzeichnis der Verarbeitungstätigkeiten   (VdV)
Artikel 30 DSGVO: Jeder Verantwortliche führt ein Verzeichnis aller Verarbeitungstätigkeiten, die 
ihrer Zuständigkeit unterliegen. Dieses Verzeichnis enthält sämtliche folgenden Angaben:

• Name und Kontaktdaten des Verantwortlichen u/o Daten eines gemeldeten Datenschutzbeauftragten
• Kategorien der Daten
• Kategorien der betroffenen Personen
• Zweck der Datenverarbeitung
• Rechtsgrundlagen der Datenverarbeitung
• Dauer der Datenspeicherung bzw. Kriterien für die Dauer
• Empfänger der erhobenen Daten inkl. dortigen Ansprechpartnern
• Absicht die Daten in Drittländer zu übertragen inkl. 
• Darstellung eines ausreichenden Schutzniveaus 

In einer reduzierten Form auch in der Rolle als Auftragsverarbeiter gesetzlich verpflichtend zu führen.
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Das Verarbeitungsverzeichnis - 
Die Ausnahme

Die DSGVO sieht in Art. 30 Abs. 5 Ausnahmen von der Pflicht vor. Diese 
Ausnahme ist allerdings nur dann anwendbar, wenn folgende Voraussetzungen 
kumulativ erfüllt sind:

➢ weniger als 250 Mitarbeiter:innen
➢ die Datenverarbeitungen bergen keine Risiken für Betroffene 
➢ die Verarbeitung erfolgt nur gelegentlich
➢ die Verarbeitung umfasst keine sensiblen Daten oder strafrechtlich relevanten 

Daten. 

Daher: Sobald ein Unternehmen Mitarbeiter:innen hat, hat es auch die Pflicht!!

Unabhängig von der Pflicht: Wie digitalisieren, wenn ich meine Prozesse nicht kenne?
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Recht auf Löschung

Löschbegehren

Löschkonzept

Alle Rechte vorbehalten
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Recht auf Löschung

Das Recht auf Löschung (auch „Recht auf 

Vergessenwerden“) gemäß Art. 17 DSGVO gibt Ihnen das 

Recht, die unverzügliche Löschung Ihrer 

personenbezogenen Daten zu verlangen

wenn...
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Recht auf Löschung
Das Recht auf Löschung (auch „Recht auf Vergessenwerden“) gemäß Art. 17 DSGVO gibt Ihnen das 
Recht, die unverzügliche Löschung Ihrer personenbezogenen Daten zu verlangen

wenn
- die Daten für den ursprünglichen Zweck nicht mehr notwendig sind
- Sie Ihre Einwilligung widerrufen
- Sie widersprechen
- die Daten unrechtmäßig verarbeitet wurden oder
- eine rechtliche Verpflichtung zur Löschung besteht

Ausnahmen
für Meinungsfreiheit, öffentliche Interessen oder Rechtsansprüche
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Recht auf Löschung
Ausnahmen
für Meinungsfreiheit, öffentliche Interessen oder Rechtsansprüche:

Öffentliches Interesse
zB Gesundheit, Archivzwecke, Forschung, Statistik

Geltendmachung, Ausübung oder Verteidigung von 
Rechtsansprüchen
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Löschbegehren

Das „Löschbegehren“, „Recht auf Löschung“,
„Recht auf Vergessenwerden“  nach Artikel 17 DSGVO

 Für „immer“ aufbehalten ist nicht mehr!
 

 Betroffenenrecht „auf Löschung“
Betroffene können Löschung ihrer personenbezogenen 
Daten verlangen
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Löschbegehren

Man bekommt ein „Löschbegehren“ – was ist zu tun?

 Ermittlung des vorhandenen, personenbezogenen Datensatz der betroffenen 
Person
 

 Welche dieser Daten muss ich tatsächlich löschen,
welche darf ich nicht löschen
 

 „Löschen“ heißt im Klartext das Vernichten der Daten in Zusammenhang mit 
einem bestimmten Zweck, einer bestimmten Rechtsgrundlage

– online (CRM, Cloud, ADV,…) und offline (Papierakten, Ordner,…)
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Löschbegehren

Man bekommt ein „Löschbegehren“ – was ist zu tun?
– online (CRM, Cloud, ADV,…) und offline (Papierakten, Ordner,…)
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Löschbegehren

Beispiel Bewerbungsunterlagen - Löschung

 Wie lange darf ich Bewerbungsunterlagen „vorrätig“ halten?
 

 6 + 1 Monate nach Abschluss des Bewerbungsverfahrens
 

 Warum 6 + 1? Gibt es Ausnahmen?
 

 Gesetzl. Aufbewahrungspflicht nach dem 
Gleichbehandlungsgesetz (GlBG) + Postlauf
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Löschbegehren – einzuhaltende Fristen

Beispiel Bescheid der Datenschutzbehörde vom 11.2.2020
Mobilfunkanbieter-Bescheid
Laut Bescheid der Behörde dürfen
1.) nur jene Daten gesammelt werden, die Begründung, die Abwicklung, Änderung 
oder Beendigung der Rechtsbeziehung(en) oder zur Erstellung und Herausgabe von 
Teilnehmerverzeichnissen erforderlich sind. 
2.) Stammdaten sind spätestens nach Beendigung der vertraglichen Beziehungen 
mit dem Teilnehmer vom Betreiber zu löschen. 
Ausnahmen sind nur soweit zulässig, als diese Daten noch benötigt 
werden, um Entgelte zu verrechnen oder einzubringen, Beschwerden zu 
bearbeiten oder sonstige gesetzliche Verpflichtungen zu erfüllen.
3.) Die siebenjährige Frist beginnt nicht ab Beendigung des Vertrages 
zu laufen, sondern gemäß ausdrücklichen Gesetzeswortlaut dieser 
Bestimmungen im Allgemeinen bereits ab Schluss des Geschäftsjahres, 
auf das sich die Unterlagen beziehen. 
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Löschfristen

Beispiel Bescheid der Datenschutzbehörde vom 11.2.2020

Achtung:

Die siebenjährige Frist beginnt nicht ab Beendigung des Vertrages 

zu laufen, sondern gemäß ausdrücklichen Gesetzeswortlaut dieser 

Bestimmungen im Allgemeinen bereits ab Schluss des Geschäftsjahres, 

auf das sich die Unterlagen beziehen. 

Löschung des Datensatz  
31.12.2025Frist = 7 Jahre ab Erstellung

Datensatz
vom 31.12.2018
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Löschfristen

Löschung des Datensatz  
31.12.2025Frist = 7 Jahre ab Erstellung

Datensatz
vom 31.12.2018

Das Geschäftsjahr kann vom Kalenderjahr abweichen!

Geschäftsjahr zB 4.4. bis 3.4.

statt 1.1. bis 31.12.
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Recht auf Löschung - Fristen

https://www.wko.at/datenschutz/eu-dsgvo-speicher-und-aufbewahrungsfristen

https://www.wko.at/datenschutz/eu-dsgvo-speicher-und-aufbewahrungsfristen
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Löschkonzept

Ohne „Plan“ wird korrektes Löschen schwer.

 Die Lösung: Löschkonzept
 

 Nachweislicher Datenausgang
 

 Dokumentationspflicht
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Löschkonzept

Dateneingang Daten im 
Unternehmen Datenausgang
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Löschkonzept

Wozu Löschkonzept?

 Aufbewahrungspflichten geben Löschfristen vor
 

 Festlegung konkreter Löschregeln:
Löschregel besteht aus Löschfrist und Startzeitpunkt,

 ab dem der Fristenlauf beginnt

= Lebenszyklus der jeweiligen Datenart
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Löschkonzept
Wozu Löschkonzept?

 Ziel: Systematisches, möglichst automatisiertes Löschen
 

 Herausforderungen ua: Vorteile ua:

Auftragsdatenverarbeiter Platz auf Servern und in Schränken

Backups gelöschte Daten kann man nicht „verlieren“

Offline vorrätige Daten sind „aktuelle“ Daten
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Datenschutz ExpertInnen Kärnten
https://www.wko.at/ktn/information-consulting/unternehmensberatung-buchhaltung-informationstechnologie/wkk-ubit-ak-datenschutz-themenverantwortliche-202510.pdf

https://www.wko.at/ktn/information-consulting/unternehmensberatung-buchhaltung-informationstechnologie/wkk-ubit-ak-datenschutz-themenverantwortliche-202510.pdf
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Kontakt

Dr.iur. Ludwig Notsch
Jurist – Berater - Umsetzer

www.internetjurist.at

kontakt@internetjurist.at
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Kontakt
Ing. Walter Wratschko

Office Klagenfurt: Brunnplatz 5, 9020

Office Wien: Lemböckgasse 49a, 1230

T  +43 699 1504 3860

E  walter.wratschko@datenschutz-sued.at

I   www.datenschutz-sued.at

mailto:walter.wratschko@datenschutz-sued.at
http://www.datenschutz-sued.at/
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